From:  Jim Wylder, Chief Information Officer/
Chief Executive Officer


endMatrix™ Technology Associates

To: 
Board of Directors


endMatrix™ Technology Associates

Subj:
Virtual Office

It is recommended that endMatrix™ Technology Consultants (Associates) become Virtual Collaboration concern.

There no longer exist a need for brick and mortar office space for our small consulting firm.  The overhead of leasing such a facility for the infrequent number of meeting our staff has enjoined has become an unnecessary fiscal burden.  All associates have other jobs and endeavors, where flexible work on company projects are performed at each individual’s home or office.  Future collaborations among associates can be achieved with appropriate internet based collaboration and other application software.  
Such software can serve all project management flow, record keeping functions, and meeting schedules with clients; the later at their facilities.  Electronic mail can serve all necessary communications and record of work among associates.  Microsoft Office suite, Microsoft Project and Microsoft Visio (micro-CAD) has seen sufficient for all design and engineering work; of which all associates now possess.  Upgrades as they become necessary can be funded by the firm, with appropriate license tracking.  Adobe Acrobat can complement our publication endeavors and serve as a vehicle for outsourcing, to such concerns such as Office Depot or Kinko’s, printing requirements.
All mailing, licensing and corporate location functions can be served at the Campus Drive address; and is, my home office.  Corporate records can be securely stored at this location, with appropriate critical records stored at are bank vault facility in Federal Way.
Our website, e-mail and mass storage backup host remains with IPower Web, Inc; of which all associates have measured as required access.  Our contract with them remains a cost effective solution for information hosting.  Our firm, however should pick up the expenses of high speed internet services at the home offices of associates—a matter of professional courtesy.
If it becomes necessary to enjoin a full staff face-to-face meeting, perceived as a rare requirement, appropriate conference room renting can be made with any of several Puget Sound area facilities.

COLORABATION SOFTWARE SUITE

Microsoft SharePoint with Whale’s Intelligent Application Gateway arms organizations with powerful document sharing and collaboration management capabilities, and allows diverse groups of workers to communicate and work together on projects regardless of location and time. It is compatible with our existing suite of Microsoft products.  

The value an enterprise derives from its SharePoint infrastructure is directly tied to the availability of the SharePoint technology. Users can access the portal from anywhere at anytime.  Whale’s Intelligent Application Gateway comprises an enterprise-class SSL access device that provides a single secure gateway into SharePoint infrastructures and extends the functionality of existing portals through a preconfigured SharePoint Application Optimizer software module. It allows organizations to reap the ROI benefits of enabling access to SharePoint from any Internet-connected browser, without compromising security.


From the www.whalecommunications.com website:

Aligning Security with Business Needs
Whale’s Intelligent Application Gateway uniquely allows for application-intelligent policy to underpin network integrity assurance through integrated native endpoint security and access control features and application security through application firewalling capabilities to insulate back-end resources. 

In contrast to competing approaches that lose application context through network tunneling or rely on third-party technology for critical security components, Whale’s Intelligent Application Gateway offer a far richer range of access options, avoiding the need for “all or nothing” tradeoffs that can negatively impact productivity and the ROI on enterprise resources. 

Through application-defined access control and granular policy management, the gateway builds on Whale’s success providing secure access to remote employees through a robust SSL VPN and extends capabilities to manage applications securely, enable granular user policy decisions and integrate both the access control and network integrity aspects of endpoint security. 


A cost and ROI analysis will be provided under separate correspondence once final negotiated assessments are made between parties.  Suffice to say, there will be extensive infrastructure savings when moving to this technology and business model.
